
 

 

  

 

Secure Societies - Protecting freedom and security of Europe and its citizens 
[AI & Digital Security] 
 
Innovative solutions and services in digital security, privacy and personal data protection will 
open new market opportunities for the EU companies and will ensure a secure and trusted 
networked environment for the governments, businesses, individuals and smart things. 
Cybersecurity and privacy technologies will significantly contribute to strengthen the 
competitiveness of the EU industry and will enable its development as world leader in the global 
market. 
 

Online Sources of Information 

 European Commission Funding & tender opportunities: 
ec.europa.eu/info/funding-tenders/opportunities/portal/screen/home 

 EU Research and Innovation Programmes: 
businessfinland.fi/en/for-finnish-customers/services/funding/horizon-2020/basics/ 

 Project databases of FP6, FP7 and H2020: 
ec.europa.eu/info/funding-tenders/opportunities/portal/screen/how-to-
participate/partner-search 

 
 
 
Contact Information 
Pekka Rantala   Pauli Stigell 
Expert, National Contact Point  Expert, National Contact Point  
Business Finland   Business Finland 
tel. +358 50 396 2922   tel. +358 50 557 7856 
pekka.rantala@businessfinland.fi  pauli.stigell@businessfinland.fi 
 
Hanna-Miina Sihvonen 
Committee Delegate    
Ministry of the Interior      
tel. +358 2954 88527    
hanna-miina.sihvonen@intermin.fi 
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CALL - ARTIFICIAL INTELLIGENCE AND SECURITY: PROVIDING A BALANCED 
ASSESSMENT OF OPPORTUNITIES AND CHALLENGES FOR LAW 
ENFORCEMENT IN EUROPE  
 
SU-AI01-2020: Developing a research roadmap regarding Artificial Intelligence in support of 
Law Enforcement 
 
SU-AI02-2020: Secure and resilient Artificial Intelligence technologies, tools and solutions in 
support of Law Enforcement and citizen protection, cybersecurity operations and prevention 
and protection against adversarial Artificial Intelligence 
 
SU-AI03-2020: Human factors, and ethical, societal, legal and organisational aspects of using 
Artificial Intelligence in support of Law Enforcement 
 
 
CALL – DIGITAL SECURITY 
Cybersecurity, Digital Privacy and Data Protection 
 
SU-DS02-2020: Intelligent security and privacy management  
 
SU-DS03-2019-2020: Digital Security and privacy for citizens and Small and Medium 
Enterprises and Micro Enterprises 
 
SU-DS04-2018-2020: Cybersecurity in the Electrical Power and Energy System (EPES): an 
armour against cyber and privacy attacks and data breaches 
 

 
APPENDIX – CALL TOPICS AND IMPORTANT DATES 
 

Topics (Type of Action) Budgets (EUR million) Deadlines 

2020 

Opening: 12 Mar 2020 

SU-AI01-2020 (CSA) 1.50 27 Aug 2020 

SU-AI02-2020 (IA) 17.00 

SU-AI03-2020 (CSA) 1.50 

 
  



 

 

 

Topics (Type of Action) Budgets (EUR million) Deadlines 

2018 2019 2020 

Opening: 12 Mar 2020 

SU-DS02-2020 (IA)   18.00 27 Aug 2020 

SU-DS02-2020 (RIA)   20.00 

SU-DS03-2019-2020 (IA)   10.80 

SU-DS04-2018-2020 (IA)   20.00 

 
 


